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A REPRIEVE FOR EU-UK DATA FLOWS BUT OTHER 

DATA PRIVACY IMPLICATIONS OF BREXIT REMAIN 

 

 

 

 

In the run up to Christmas it was clear that there was 
no time for a formal EU Commission decision of 
adequacy for the UK before the year end. The only 
hope was a political deal - with some of us hoping we 
could exchange fish for data! We therefore breathed 
a sigh of relief when the news filtered through that 
the EU-UK Trade and Cooperation Agreement (the 
TCA) agreed on 24 December included a temporary 
solution for the continued free flow of personal data 
between the EU and the UK.  This ‘bridging’ solution 
is the next best thing to a formal adequacy decision, 
but what exactly does it do and are there any other 
implications for Brexit and data privacy? 

EU-UK data flows under the TCA 

The TCA allows for transfers of personal data from 

the EU to the UK to continue seamlessly for an interim 

period of four months, with a possible two-month 

extension. This will also apply to the other EEA states 

assuming they opt-in. It is hoped that this interim 

period will allow the EU Commission to adopt an 

adequacy decision in respect of the UK.   

The ‘bridging’ arrangements for data flows are based 

on the assumption that the UK’s current data privacy 

legislation will remain in place during the interim 

period. Amendments to align UK legislation with EU 

data protection law are permitted but if other 

changes are made, or certain powers are exercised, 

without the EU’s consent, then this bridging 

arrangement may come to an end early. 

What about transfers from the UK? 

The UK had already deemed the EEA member states, 

and the countries that benefited from an EU 

adequacy decision as of 31 December, to be adequate 

for transfers from the UK, and the TCA doesn’t 

change this.  

Existing EU SCCs continue to be valid for transfers out 

of the UK to non-adequate countries. For new 

transfers, the EU SCCs can continue to be used 

(although a number of the terms don’t make sense 

post Brexit) or they can be amended first to reflect 

Brexit (but nothing else). The latter seems a better 

approach and the ICO has helpfully prepared versions 

with suggested amendments.  

The EU’s consultation on new EU SCCs closed before 

Christmas and final versions of those are awaited. We 

also expect there to be new UK SCCs in due course. 

This is therefore an area businesses should monitor. 

Although the Schrems II decision will continue to 

apply to the UK, guidance from the European Data 

Protection Board (EDPB) is no longer directly relevant 

in the context of the UK GDPR. Thus the EDPB’s 

guidance on supplementary measures, once finalised, 

won’t apply to transfers subject to the UK regime. 

That said, it clearly still provides helpful guidance on 

certain issues and the ICO has stated that it will 

consider such guidance to be an indication as to what 

is good practice. In any event, the ICO intends to 

publish its own guidance on this topic - it will 

therefore be interesting to see the extent of any 

divergence that appears. 

Other implications of Brexit on data 

privacy compliance 

As we explained in a previous article in October 2020, 

international transfers are only one of the 

implications of Brexit on data privacy. The other 

implications were never expected to be part of any 

political deal and so they all kicked in on 1 January, 

including for instance, the need to identify whether 

a business is subject to the extra-territorial 

provisions of the EU GDPR and to identify a new lead 

supervisory authority. 

https://ec.europa.eu/info/relations-united-kingdom/eu-uk-trade-and-cooperation-agreement_en
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/international-transfers-after-uk-exit/sccs-after-transition-period/
https://thelens.slaughterandmay.com/post/102gbnc/court-of-justice-of-the-european-union-approves-continued-use-of-eu-model-clauses
https://my.slaughterandmay.com/insights/viewContent.action?key=Ec8teaJ9VaqEHh6J%2BMwJZcxgHJMKLFEppVpbbVX%2B3OXcP3PYxlq7sZUjdbSm5FIe%2BOVR9%2FItGjndzoxprWhI6w%3D%3D&nav=FRbANEucS95NMLRN47z%2BeeOgEFCt8EGQ0qFfoEM4UR4%3D&emailtofriendview=true&freeviewlink=true
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What should businesses do now? 

An adequacy decision from the EU now seems much 

more likely – after all, there appears to be political 

will for this to happen and, from a legal perspective, 

the UK and EU data privacy regimes are obviously well 

aligned. However, there is still pressure on the EU 

Commission following the Schrems II decision to go 

through the UK’s surveillance powers with a fine 

toothcomb. Whilst the mood music is positive, 

ultimately there can be no certainty that a positive 

adequacy decision will be forthcoming.  

There is no harm in entering into SCCs now (as 

recommended by the ICO in its statement of 28 

December) in case the positive adequacy decision is 

not arrived at. However, this takes internal resources 

when there are plenty of other things to do too. In 

many cases, it will therefore make sense to watch 

and wait for the next few months and assess where 

we are at come the end of March, as that would still 

likely leave 3 months to put SCCs in place if 

necessary. If, however, you haven’t yet addressed the 

other Brexit impacts on data privacy, now is the time 

to do so. 

In these tumultuous times, any positive news is 

welcome and our initial optimism on the free flow of 

data from back in November 2017 has, for the time 

being at least, been restored. 
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This briefing is part of the Slaughter and 

May Horizon Scanning series 

Click here for more details. Themes include 

Beyond Borders, Governance, Sustainability & 

Society, Digital, Navigating the Storm and Focus 

on Financial Institutions. Beyond Borders 

explores while crossing physical borders 

became challenging for most citizens during 

2020, investment flows and operations 

continued on a global basis. This theme looks at 

some key aspects of managing risk and 

maximising the value or opportunities in a 

regulatory and transactional context, and 

considers what is on the horizon for working 

beyond borders in 2021. 

https://ico.org.uk/about-the-ico/news-and-events/news-and-blogs/2020/12/ico-statement-in-response-to-uk-governments-announcement-on-the-extended-period-for-personal-data-flows-that-will-allow-time-to-complete-the-adequacy-process/
https://prodstoragesam.blob.core.windows.net/highq/2536597/brexit-essentials-an-update-on-data-protection-and-privacy.pdf
https://my.slaughterandmay.com/insights/horizon-scanning

